Team International – Assignment 5

Process: 

· Risk Mitigation Strategy

Assignment Overview: 

· Outline approach to risk mitigation for multi-project environment. 

Step 1 – What the organization does not do effectively: 

· Failure to adequately assess and mitigate risks

Step 2 – Redundant practices that result:

· Ad-hoc documentation of known risks; contingency plans are (at best) ad-hoc 

· No investigation of unknown risks; no mitigation strategy until too late
· Mitigation strategies are not factored into project/program schedule

· No quantitative understanding re: impact of risk on project/program

· Projects are not properly priced to account for risk premiums; margins ultimately decline 
· True potential effort is never know (at least in advance)
Step 3 – Solution (Risk Management Strategy):

· Identify high-level business risk issues (is reputation on-the-line, do we want to increase capability/know-how in new technology, have we done this before, is the client in our target sector/market, if we don’t do this will we lose the client or benefit our competition, is the client sufficiently knowledgeable to understand/approve our work, etc…)
· Identify low-level scope-risk issues (do we have the resources, are the requirements clear, are the deliverables clear, are the requirements and deliverables consistent or conflicting, are there many vendors involved, are the timelines realistic, is the budget adequate, etc…)

· What is the project/program’s overall risk rating (what is the impact if the project/program does not continue, if it fails, what are the anticipated benefits and what happens if only some of these benefits are met, etc…)

· Quantify risk threshold for overall project 

· Develop a risk registry (matrix) and assign risk levels to each entry 
· Identify strategy for each risk – decision making on what do to with that risk (Avoid, Transfer, Mitigate, Accept) in accordance to the stakeholders, especially high management and customers.

· Identify contingencies for each risk and calculate cost and time implications (if contingency is used) and impact on deliverables and desired benefits

· Reassess risk levels of reach entry

· Identify risks that meet or exceed thresholds
· Consider alternative solutions to requirements that invoke these risks that meet or exceed thresholds; discuss with client and (above all else) get sign off (approval) that client has been sufficiently forewarned.
